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Abstract of the contribution:
This contribution adds evaluation to the clause “5.8.4.7 Solution #8.7: Security architecture for network slice” of TR 33.899.
1. Introduction
This contribution adds evaluation to the clause “5.8.4.7 Solution #8.7: Security architecture for network slice” of TR 33.899.
2. Proposal
It is proposed to introduce the following changes to the clause “5.8.4.7 Solution #8.7: Security architecture for network slice” of TR 33.899.
* * * Start of changes * * * *

5.8.4.7.3
Evaluation 

This solution addresses the key issue #8.1 “Security isolation of network slices”. The slice security isolation is provided through generating different security keys for a UE in different slice instances. The key hierarchy supports both core network slicing and RAN network slicing.

This solution also addresses the key issue #8.3 “Security on UEs’ access to slices”. It allows a UE to be authenticated in a network slice instance by a 3rd party besides the primary authentication performed outside the slice instance.

* * * End of Changes * * * 
